# Security Testing and Cyber-Security: Use Case Simulated Man in The Middle Attack and Prevention

## Problem:

## Solution:

Tools are used in Man-In-The\_Middle Attack:

### 1. MAC Address Changer

Media Access Control (MAC Address) is a permanent physical and unique address assigned to network interfaces by the device manufacturer. Whether the target has a wireless card or an Ethernet card each one of these network cards comes with a specific address that is unique to this card. Therefore, there are no two devices within the target’s network(or in the world) that would have the same Mac address. This address will always be the same for this specific device even if the target unplugs it from one computer and connect it to another.

While the Mac address is used within the network to identify devices and transfer data between devices, the IP address is used on the Internet to identify computers and communicate between devices on the Internet. Therefore, each piece of data or packet that is sent within the network contains a source Mac and a destination Mac. This packet would flow from the source Mac to the destination Mac because this is how it identifies devices within its network.

Mac address is often used by filters to prevent or allow devices to connect to networks and do specific tasks on the network. Therefore, changing the target’s MAC address to another device's MAC address will allow hackers to impersonate this device and allow them to do things that they are not allowed to do. Also, they'll be able to bypass filters or connect to networks that only specific devices with specific Mac addresses can connect to, and hide their identity

Technology:

A basic MAC Address Changer can be created by Python and Linux commands. Depending on the hacking tools and interface that the hacker is going to use, the required packages are different. Since I am using Kali Linux and Python, the required Python packages are ” subprocess”, ”optparse”, and “re”.

### 2. Network Scanner

Information gathering is one of the most important steps when it comes to hacking or penetration testing. Hackers can't really gain access to a system if they don't have enough information about it. For our attack, the plan is to connect to the private network, and one or more of the devices connected to this network is our target. For us to hack into that target first we need to discover all the connected clients to this network, get their MAC addresses, and their IP addresses. Then from there try to gather more information or run some attacks to gain access to our target.

There are several programs (Net discover or Nmap) that do this job well. Moreover, Python also has a Nmap package that was rebuilt and can be used like the Nmap application. However, I decided to write my own network scanner to enable automation and more code-control. My Network Scanner is very similar to Net Discover (a scanner that comes with Kali Linux) and shows us all the connected devices connected to the same network plus their IP addresses and their Mac address.

As we have the returned data (IP addresses and Mac addresses), we can use it to gather information on the next attack. We also can measure the security level of each devices on the network to create suitable plan

### 3. ARP Spoofer (ARP Cache Poisoning)

### 4. Packet Sniffer

### 5. DNS Spoofer (DNS Cache Poisoning)

### 6. File Interceptor

### 1. Enviroment:

- Perform Man-In-The-Middle (MITM) attack on a virtual private network

- Etablished by using VM Ware

- Hardware:

- PC 64 bits, Intel Core i7 10th Gen, 36 GB of ram

- Software:

- Microsoft Window 10 (host)

- VM Ware Sphere (or free version)

- Kali Linux (free)

## Results:

## Conclusion/Future work

There are monitoring
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